
Privacy Policy for Dezinga 

1. Introduction 

Welcome to Dezinga! Your privacy is of paramount importance to 
us. This Privacy Policy explains how we collect, use, disclose, 
and safeguard your information when you visit our website, 
including any other media form, media channel, mobile website, 
or mobile application related or connected thereto. 

2. Information Collection 

• 2.1 Personal Information: We may collect personal information 

that you provide to us when registering for an account, such 
as your wallet address, telegram ID, Twitter ID, contact 
information, and identification details required for KYC 
compliance in jurisdiction that may require it. 

• 2.2 Wallet Information: As a decentralized platform, we require 

you to connect a blockchain wallet. We collect your public 
wallet addresses and transaction history related to our 
services. 

• 2.3 Usage and Device Information: We may collect information 

about how you use our services, including your IP address, 
geographic location, browser type, and operating system. 

 

3. Use of Information 

• 3.1 To Provide and Manage Our Services: We use your information 

to operate, maintain, and provide to you the features and 
functionality of the Dezinga platform. 

• 3.2 To Improve Customer Service: Your information helps us 

respond more effectively to your customer service requests 
and support needs. 

• 3.3 Compliance and Safety: We use your information for 

compliance purposes, including enforcing our Terms of 



Service, and for integrating anti-fraud and information 
security measures. 

 

4. Sharing of Information 

• 4.1 With Service Providers: We may share your information with 

third parties that perform services for us or on our behalf, 
including payment processing, data analysis, email delivery, 
hosting services, customer service, and marketing 
assistance. 

• 4.2 Legal Compliance: We may disclose your information as 

required by law, such as to comply with a subpoena, or 
similar legal process when we believe in good faith that 
disclosure is necessary to protect our rights, protect your 
safety or the safety of others, investigate fraud, or respond to 
a government request. 

• 4.3 Blockchain Transactions: Transactions made through 

decentralized platforms are public and may inherently 
include your wallet address and transaction amounts. 

5. Data Security 

• 5.1 Security Measures: We implement a variety of security 

measures when a user enters, submits, or accesses their 
information to maintain the safety of your personal 
information. 

• 5.2 Data Retention: We will retain your personal information for 

as long as your account is active or as needed to provide 
you services, comply with our legal obligations, resolve 
disputes, and enforce our agreements. 

 

6. Your Rights 

• 6.1 Access and Control: You have the right to access, update, or 

change the personal information we hold about you. 



• 6.2 Consent Withdrawal: You have the right to withdraw your 

consent at any time where Dezinga relied on your consent to 
process your personal information. 

 

7. Cookies and Tracking Technologies 

• 7.1 Use of Cookies: We use cookies and similar tracking 

technologies to track the activity on our service and hold 
certain information. 

• 7.2 Control Options: You can instruct your browser to refuse all 

cookies or to indicate when a cookie is being sent. However, 
if you do not accept cookies, you may not be able to use 
some portions of our service. 

 

8. Changes to This Privacy Policy 

We may update this Privacy Policy to reflect changes to our 
information practices. If we make any material changes, we will 
notify you by email (sent to the e-mail address specified in your 
account) or by means of a notice on this Platform prior to the 
change becoming effective. We encourage you to periodically 
review this page for the latest information on our privacy 
practices. 

9. Contact Us 

If you have any questions about this Privacy Policy, please 
contact us at social@dezinga.com. 


